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SEC. 7402. COORDINATION OF INDUSTRY EFFORTS.

Section 102(f) of the Homeland Security Act of 2002 (Public
Law 107-296; 6 U.S.C. 112(f)) is amended—

(1) in paragraph (6), by striking “and” at the end,;

(2) in paragraph (7), by striking the period at the end
and inserting a semicolon; and

(3) by adding at the end the following:

“(8) coordinating industry efforts, with respect to functions
of the Department of Homeland Security, to identify private
sector resources and capabilities that could be effective in
supplementing Federal, State, and local government agency
efforts to prevent or respond to a terrorist attack;

“9) coordinating with the Directorate of Border and
Transportation Security and the Assistant Secretary for Trade
Development of the Department of Commerce on issues related
to the travel and tourism industries; and

“(10) consulting with the Office of State and Local Govern-
ment Coordination and Preparedness on all matters of concern
to the private sector, including the tourism industry.”.

SEC. 7403. STUDY REGARDING NATIONWIDE EMERGENCY NOTIFICA-
TION SYSTEM.

(a) STuDY.—The Secretary of Homeland Security, in coordina-
tion with the Chairman of the Federal Communications Commis-
sion, and in consultation with the heads of other appropriate Fed-
eral agencies and representatives of providers and participants
in the telecommunications industry, shall conduct a study to deter-
mine whether it is cost-effective, efficient, and feasible to establish
and implement an emergency telephonic alert notification system
that will—

(1) alert persons in the United States of imminent or cur-
rent hazardous events caused by acts of terrorism; and

(2) provide information to individuals regarding appropriate
measures that may be undertaken to alleviate or minimize
threats to their safety and welfare posed by such events.

(b) TECHNOLOGIES TO CONSIDER.—In conducting the study, the
Secretary shall consider the use of the telephone, wireless commu-
nications, and other existing communications networks to provide
such notification.

(c) REPORT.—Not later than 9 months after the date of enact-
ment of this Act, the Secretary shall submit to Congress a report
regarding the conclusions of the study.

SEC. 7404. PILOT STUDY TO MOVE WARNING SYSTEMS INTO THE
MODERN DIGITAL AGE.

(a) PiLoT STUDY.—The Secretary of Homeland Security, from
funds made available for improving the national system to notify
the general public in the event of a terrorist attack, and in consulta-
tion with the Attorney General, the Secretary of Transportation,
the heads of other appropriate Federal agencies, the National
Association of State Chief Information Officers, and other stake-
holders with respect to public warning systems, shall conduct a
pilot study under which the Secretary of Homeland Security may
issue public warnings regarding threats to homeland security using
a warning system that is similar to the AMBER Alert communica-
tions network.
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(b) REPORT.—Not later than 9 months after the date of enact-
ment of this Act, the Secretary of Homeland Security shall submit
to Congress a report regarding the findings, conclusions, and rec-
ommendations of the pilot study.

(¢c) PROHIBITION ON USE OF HIGHWAY TRUST FUND.—No funds
derived from the Highway Trust Fund may be transferred to, made
available to, or obligated by the Secretary of Homeland Security
to carry out this section.

SEC. 7405. REQUIRED COORDINATION. 6 USC 112 note.

The Secretary of Homeland Security shall ensure that there
is effective and ongoing coordination of Federal efforts to prevent,
prepare for, and respond to acts of terrorism and other major
disasters and emergencies among the divisions of the Department
of Homeland Security, including the Directorate of Emergency
Preparedness and Response and the Office for State and Local
Government Coordination and Preparedness.

SEC. 7406. EMERGENCY PREPAREDNESS COMPACTS.

Section 611(h) of the Robert T. Stafford Disaster Relief and
Emergency Assistance Act (42 U.S.C. 5196(h)) is amended—

(1) by redesignating paragraphs (1), (2), and (3) as para-
graphs (2), (3), and (4), respectively;

(2) by indenting paragraph (2) (as so redesignated); and

(3) by striking the subsection designation and heading and
inserting the following:

“(h) EMERGENCY PREPAREDNESS COMPACTS.—(1) The Director
shall establish a program supporting the development of emergency
preparedness compacts for acts of terrorism, disasters, and emer-
gencies throughout the Nation, by—

“(A) identifying and cataloging existing emergency
preparedness compacts for acts of terrorism, disasters, and
emergencies at the State and local levels of government;

“(B) disseminating to State and local governments examples
of best practices in the development of emergency preparedness
compacts and models of existing emergency preparedness com-
pacts, including agreements involving interstate jurisdictions;
and

“(C) completing an inventory of Federal response capabili-
ties for acts of terrorism, disasters, and emergencies, making
such inventory available to appropriate Federal, State, and
local government officials, and ensuring that such inventory
is as current and accurate as practicable.”.

SEC. 7407. RESPONSIBILITIES OF COUNTERNARCOTICS OFFICE.

(a) AMENDMENT.—Section 878 of the Homeland Security Act
of 2002 (6 U.S.C. 458) is amended to read as follows:

“SEC. 878. OFFICE OF COUNTERNARCOTICS ENFORCEMENT.

“(a) OFFICE.—There is established in the Department an Office Establishment.
of Counternarcotics Enforcement, which shall be headed by a President.
Director appointed by the President, by and with the advice and Congress.
consent of the Senate.

“(b) ASSIGNMENT OF PERSONNEL.—

“(1) IN GENERAL.—The Secretary shall assign permanent
staff to the Office, consistent with effective management of

Department resources.
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“(2) Liatsons.—The Secretary shall designate senior
employees from each appropriate subdivision of the Department
that has significant counternarcotics responsibilities to act as
a liaison between that subdivision and the Office of Counter-
narcotics Enforcement.

“(c) LIMITATION ON CONCURRENT EMPLOYMENT.—Except as pro-
vided in subsection (d), the Director of the Office of Counternarcotics
Enforcement shall not be employed by, assigned to, or serve as
the head of, any other branch of the Federal Government, any
State or local government, or any subdivision of the Department
other than the Office of Counternarcotics Enforcement.

“(d) ELIGIBILITY TO SERVE AS THE UNITED STATES INTERDICTION
COORDINATOR.—The Director of the Office of Counternarcotics
Enforcement may be appointed as the United States Interdiction
Coordinator by the Director of the Office of National Drug Control
Policy, and shall be the only person at the Department eligible
to be so appointed.

“(e) RESPONSIBILITIES.—The Secretary shall direct the Director
of the Office of Counternarcotics Enforcement—

“(1) to coordinate policy and operations within the Depart-
ment, between the Department and other Federal departments
and agencies, and between the Department and State and
local agencies with respect to stopping the entry of illegal
drugs into the United States;

“(2) to ensure the adequacy of resources within the Depart-
Isnent for stopping the entry of illegal drugs into the United

tates;

“(3) to recommend the appropriate financial and personnel
resources necessary to help the Department better fulfill its
IS'esponsibility to stop the entry of illegal drugs into the United

tates;

“(4) within the Joint Terrorism Task Force construct to
track and sever connections between illegal drug trafficking
and terrorism; and

“(5) to be a representative of the Department on all task
forces, committees, or other entities whose purpose is to coordi-
nate the counternarcotics enforcement activities of the Depart-
ment and other Federal, State or local agencies.

“(f) SAVINGS CLAUSE.—Nothing in this section shall be con-
strued to authorize direct control of the operations conducted by
the Directorate of Border and Transportation Security, the Coast
Guard, or joint terrorism task forces.

“(g) REPORTS TO CONGRESS.—

“(1) ANNUAL BUDGET REVIEW.—The Director of the Office
of Counternarcotics Enforcement shall, not later than 30 days
after the submission by the President to Congress of any
request for expenditures for the Department, submit to the
Committees on Appropriations and the authorizing committees
of jurisdiction of the House of Representatives and the Senate
a review and evaluation of such request. The review and evalua-
tion shall—

“(A) identify any request or subpart of any request
that affects or may affect the counternarcotics activities
of the Department or any of its subdivisions, or that affects
the ability of the Department or any subdivision of the
Department to meet its responsibility to stop the entry
of illegal drugs into the United States;
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“(B) describe with particularity how such requested
funds would be or could be expended in furtherance of
counternarcotics activities; and

“(C) compare such requests with requests for expendi-
tures and amounts appropriated by Congress in the pre-
vious fiscal year.

“(2) EVALUATION OF COUNTERNARCOTICS ACTIVITIES.—The Deadline.
Director of the Office of Counternarcotics Enforcement shall,
not later than February 1 of each year, submit to the Commit-
tees on Appropriations and the authorizing committees of juris-
diction of the House of Representatives and the Senate a review
and evaluation of the counternarcotics activities of the Depart-
ment for the previous fiscal year. The review and evaluation
shall—

“(A) describe the counternarcotics activities of the
Department and each subdivision of the Department
(whether individually or in cooperation with other subdivi-
sions of the Department, or in cooperation with other
branches of the Federal Government or with State or local
agencies), including the methods, procedures, and systems
(including computer systems) for collecting, analyzing,
sharing, and disseminating information concerning nar-
cotics activity within the Department and between the
Department and other Federal, State, and local agencies;

“(B) describe the results of those activities, using quan-
tifiable data whenever possible;

“(C) state whether those activities were sufficient to
meet the responsibility of the Department to stop the entry
of illegal drugs into the United States, including a descrip-
tion of the performance measures of effectiveness that were
used in making that determination; and

“D) recommend, where appropriate, changes to those
activities to improve the performance of the Department
in meeting its responsibility to stop the entry of illegal
drugs into the United States.

“(3) CLASSIFIED OR LAW ENFORCEMENT SENSITIVE INFORMA-
TION.—Any content of a review and evaluation described in
the reports required in this subsection that involves information
classified under criteria established by an Executive order,
or whose public disclosure, as determined by the Secretary,
would be detrimental to the law enforcement or national secu-
rity activities of the Department or any other Federal, State,
or local agency, shall be presented to Congress separately from
the rest of the review and evaluation.”.

(b) CONFORMING AMENDMENTS.—Section 103(a) of the Home-
land Security Act of 2002 (6 U.S.C. 113(a)) is amended—

(1) by redesignating paragraphs (8) and (9) as paragraphs
(9) and (10), respectively; and

(2) by inserting after paragraph (7) the following:

“(8) A Director of the Office of Counternarcotics Enforce-
ment.”.

(c) AUTHORIZATION OF APPROPRIATIONS.—Of the amounts appro-
priated for the Department of Homeland Security for Departmental
management and operations for fiscal year 2005, there is authorized
up to $6,000,000 to carry out section 878 of the Department of
Homeland Security Act of 2002.
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6 USC 413.

SEC. 7408. USE OF COUNTERNARCOTICS ENFORCEMENT ACTIVITIES
IN CERTAIN EMPLOYEE PERFORMANCE APPRAISALS.

(a) IN GENERAL.—Subtitle E of title VIII of the Homeland
Security Act of 2002 (6 U.S.C. 411 et seq.) is amended by adding
at the end the following:

“SEC. 843. USE OF COUNTERNARCOTICS ENFORCEMENT ACTIVITIES
IN CERTAIN EMPLOYEE PERFORMANCE APPRAISALS.

“(a) IN GENERAL.—Each subdivision of the Department that
is a National Drug Control Program Agency shall include as one
of the criteria in its performance appraisal system, for each
employee directly or indirectly involved in the enforcement of Fed-
eral, State, or local narcotics laws, the performance of that employee
with respect to the enforcement of Federal, State, or local narcotics
laws, relying to the greatest extent practicable on objective perform-
ance measures, including—

“(1) the contribution of that employee to seizures of nar-
cotics and arrests of violators of Federal, State, or local narcotics
laws; and

“(2) the degree to which that employee cooperated with
or contributed to the efforts of other employees, either within
the Department or other Federal, State, or local agencies, in
counternarcotics enforcement.

“(b) DEFINITIONS.—For purposes of this section—

“(1) the term ‘National Drug Control Program Agency’
means—

“(A) a National Drug Control Program Agency, as
defined in section 702(7) of the Office of National Drug
Control Policy Reauthorization Act of 1998 (as last in
effect); and

“(B) any subdivision of the Department that has a
iigniﬁcant counternarcotics responsibility, as determined
y_

“(i) the counternarcotics officer, appointed under
section 878; or

“(ii) if applicable, the counternarcotics officer’s suc-
cesdsor in function (as determined by the Secretary);
an

“2) the term ‘performance appraisal system’ means a
system under which periodic appraisals of job performance
of employees are made, whether under chapter 43 of title 5,
United States Code, or otherwise.”.

(b) CLERICAL AMENDMENT.—The table of contents for the Home-
land Security Act of 2002 is amended by inserting after the item
relating to section 842 the following:

“Sec. 843. Use of counternarcotics enforcement activities in certain employee per-
formance appraisals.”.

Subtitle E—Public Safety Spectrum

SEC. 7501. DIGITAL TELEVISION CONVERSION DEADLINE.

(a) FINDINGS.—Congress finds the following:
(1) Congress granted television broadcasters additional 6
megahertz blocks of spectrum to transmit digital broadcasts
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simultaneously with the analog broadcasts they submit on their
original 6 megahertz blocks of spectrum.

(2) Section 309(G)(14) of the Communications Act of 1934
(47 U.S.C. 309()(14)) requires each television broadcaster to
cease analog transmissions and return 6 megahertz of spectrum
not later than—

(A) December 31, 2006; or

(B) the date on which more than 85 percent of the
television households in the market of such broadcaster
can view digital broadcast television channels using a dig-
ital television, a digital-to-analog converter box, cable
service, or satellite service.

(3) Twenty-four megahertz of spectrum occupied by tele-
vision broadcasters has been earmarked for use by first
responders as soon as the television broadcasters return the
spectrum broadcasters being used to provide analog trans-
missions. This spectrum would be ideal to provide first
responders with interoperable communications channels.

(4) Large parts of the vacated spectrum could be auctioned
for advanced commercial services, such as wireless broadband.

(5) The 85 percent penetration test described in paragraph
(2)(B) could delay the termination of analog television broad-
casts and the return of spectrum well beyond 2007, hindering
the use of that spectrum for these important public safety
and advanced commercial uses.

(6) While proposals to require broadcasters to return, on
a date certain, the spectrum earmarked for future public safety
use may improve the ability of public safety entities to begin
planning for use of this spectrum, such proposals have certain
deficiencies. The proposals would require the dislocation of
up to 75 broadcast stations, which also serve a critical public
safety function by broadcasting weather, traffic, disaster, and
other safety alerts. Such disparate treatment of broadcasters
would be unfair to the broadcasters and their respective
viewers. Requiring the return of all analog broadcast spectrum
by a date certain would have the benefit of addressing the
digital television transition in a comprehensive fashion that
treats all broadcasters and viewers equally, while freeing spec-
trum for advanced commercial services.

(7) The Federal Communications Commission should con-
sider all regulatory means available to expedite the return
of the analog spectrum.

(b) SENSE OF CONGRESS.—It is the sense of Congress that—

(1) Congress must act to pass legislation in the first session
of the 109th Congress that establishes a comprehensive
approach to the timely return of analog broadcast spectrum
as early as December 31, 2006; and

(2) any delay in the adoption of the legislation described
in paragraph (1) will delay the ability of public safety entities
to begin planning to use this needed spectrum.

SEC. 7502. STUDIES ON TELECOMMUNICATIONS CAPABILITIES AND
REQUIREMENTS.

(a) ALLOCATIONS OF SPECTRUM FOR EMERGENCY RESPONSE PRO-
VIDERS.—The Federal Communications Commission shall, in con-
sultation with the Secretary of Homeland Security and the National
Telecommunications and Information Administration, conduct a
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study to assess short-term and long-term needs for allocations of
additional portions of the electromagnetic spectrum for Federal,
State, and local emergency response providers, including whether
or not an additional allocation of spectrum in the 700 megahertz
band should be granted by Congress to such emergency response
providers.

(b) STRATEGIES TO MEET PUBLIC SAFETY TELECOMMUNICATIONS
REQUIREMENTS.—The Secretary of Homeland Security shall, in con-
sultation with the Federal Communications Commission and the
National Telecommunications and Information Administration, con-
duct a study to assess strategies that may be used to meet public
safety telecommunications needs, including—

(1) the need and efficacy of deploying nationwide interoper-
able communications networks (including the potential tech-
nical and operational standards and protocols for nationwide
interoperable broadband mobile communications networks that
may be used by Federal, State, regional, and local governmental
and nongovernmental public safety, homeland security, and
other emergency response personnel);

(2) the capacity of public safety entities to utilize wireless
broadband applications; and

(3) the communications capabilities of all emergency
response providers, including hospitals and health care workers,
and current efforts to promote communications coordination
and training among emergency response providers.

(¢) STuDY REQUIREMENTS.—In conducting the studies required
by subsections (a) and (b), the Secretary of Homeland Security
and the Federal Communications Commission shall—

(1) seek input from Federal, State, local, and regional emer-
gency response providers regarding the operation and adminis-
tration of a potential nationwide interoperable broadband
mobile communications network; and

(2) consider the use of commercial wireless technologies
to the greatest extent practicable.

(d) REPORTS.—(1) Not later than one year after the date of
enactment of this Act, the Federal Communications Commission
(in the case of the study required by subsection (a)) and the Sec-
retary of Homeland Security (in the case of the study required
by subsection (b)) shall submit to the appropriate committees of
Congress a report on such study, including the findings of such
study.

(2) In this subsection, the term “appropriate committees of
Congress” means—

(A) the Committee on Commerce, Science, and Transpor-
tation and the Committee on Homeland Security and Govern-
mental Affairs of the Senate; and

(B) the Committee on Energy and Commerce and the Select
Committee on Homeland Security of the House of Representa-
tives.

Subtitle F—Presidential Transition

SEC. 7601. PRESIDENTIAL TRANSITION.

(a) SERVICES PROVIDED PRESIDENT-ELECT.—Section 3 of the
Presidential Transition Act of 1963 (3 U.S.C. 102 note) is amended—
(1) by adding after subsection (a)(8)(A)(iv) the following:
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“(v) Activities under this paragraph shall include
the preparation of a detailed classified, compartmented
summary by the relevant outgoing executive branch
officials of specific operational threats to national secu-
rity; major military or covert operations; and pending
decisions on possible uses of military force. This sum-
mary shall be provided to the President-elect as soon
as possible after the date of the general elections held
to determine the electors of President and Vice Presi-
dent under section 1 or 2 of title 3, United States
Code.”;

(2) by redesignating subsection (f) as subsection (g); and

(3) by adding after subsection (e) the following:

“f)(1) The President-elect should submit to the Federal Bureau President.
of Investigation or other appropriate agency and then, upon taking
effect and designation, to the agency designated by the President
under section 115(b) of the National Intelligence Reform Act of
2004, the names of candidates for high level national security
positions through the level of undersecretary of cabinet departments
as soon as possible after the date of the general elections held
to determine the electors of President and Vice President under
section 1 or 2 of title 3, United States Code.

“(2) The responsible agency or agencies shall undertake and
complete as expeditiously as possible the background investigations
necessary to provide appropriate security clearances to the individ-
uals who are candidates described under paragraph (1) before the
date of the inauguration of the President-elect as President and
the inauguration of the Vice-President-elect as Vice President.”.

(b) SENSE OF THE SENATE REGARDING EXPEDITED CONSIDER-
ATION OF NATIONAL SECURITY NOMINEES.—It is the sense of the
Senate that—

(1) the President-elect should submit the nominations of
candidates for high-level national security positions, through
the level of undersecretary of cabinet departments, to the
Senate by the date of the inauguration of the President-elect
as President; and

(2) for all such national security nominees received by
the date of inauguration, the Senate committees to which these
nominations are referred should, to the fullest extent possible,
complete their consideration of these nominations, and, if such
nominations are reported by the committees, the full Senate
should vote to confirm or reject these nominations, within 30
days of their submission.

(¢c) SECURITY CLEARANCES FOR TRANSITION TEAM MEMBERS.— 50 USC 435b

(1) DEFINITION.—In this section, the term “major party” note.
shall have the meaning given under section 9002(6) of the
Internal Revenue Code of 1986.

(2) IN GENERAL.—Each major party candidate for President
may submit, before the date of the general election, requests
for security clearances for prospective transition team members
who will have a need for access to classified information to
carry out their responsibilities as members of the President-
elect’s transition team.

(3) COMPLETION DATE.—Necessary background investiga-
tions and eligibility determinations to permit appropriate
prospective transition team members to have access to classified
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3 USC 102 note.

31 USC 5311
note.

information shall be completed, to the fullest extent practicable,

by the day after the date of the general election.

(d) EFFECTIVE DATE.—Notwithstanding section 351, this section
and the amendments made by this section shall take effect on
the date of enactment of this Act.

Subtitle G—Improving International
Standards and Cooperation to Fight Ter-
rorist Financing

SEC. 7701. IMPROVING INTERNATIONAL STANDARDS AND COOPERA-
TION TO FIGHT TERRORIST FINANCING.

(a) FINDINGS.—Congress makes the following findings:

(1) The global war on terrorism and cutting off terrorist
financing is a policy priority for the United States and its
partners, working bilaterally and multilaterally through the
United Nations, the United Nations Security Council and its
committees, such as the 1267 and 1373 Committees, the Finan-
cial Action Task Force (FATF), and various international finan-
cial institutions, including the International Monetary Fund
(IMF), the International Bank for Reconstruction and Develop-
ment (IBRD), and the regional multilateral development banks,
and other multilateral fora.

(2) The international financial community has become
engaged in the global fight against terrorist financing. The
Financial Action Task Force has focused on the new threat
posed by terrorist financing to the international financial
system, resulting in the establishment of the FATF’s Eight
Special Recommendations on Terrorist Financing as the inter-
national standard on combating terrorist financing. The Group
of Seven and the Group of Twenty Finance Ministers are devel-
oping action plans to curb the financing of terror. In addition,
other economic and regional fora, such as the Asia-Pacific Eco-
nomic Cooperation (APEC) Forum, and the Western Hemi-
sphere Financial Ministers, have been used to marshal political
will and actions in support of combating the financing of ter-
rorism (CFT) standards.

(3) FATF’s Forty Recommendations on Money Laundering
and the Eight Special Recommendations on Terrorist Financing
are the recognized global standards for fighting money laun-
dering and terrorist financing. The FATF has engaged in an
assessment process for jurisdictions based on their compliance
with these standards.

(4) In March 2004, the IMF and IBRD Boards agreed
to make permanent a pilot program of collaboration with the
FATF to assess global compliance with the FATF Forty Rec-
ommendations on Money Laundering and the Eight Special
Recommendations on Terrorist Financing. As a result, anti-
money laundering (AML) and combating the financing of ter-
rorism (CFT) assessments are now a regular part of their
Financial Sector Assessment Program (FSAP) and Offshore
Financial Center assessments, which provide for a comprehen-
sive analysis of the strength of a jurisdiction’s financial system.
These reviews assess potential systemic vulnerabilities, con-
sider sectoral development needs and priorities, and review
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the state of implementation of and compliance with key finan-

cial codes and regulatory standards, among them the AML

and CFT standards.

(5) To date, 70 FSAPs have been conducted, with over
24 of those incorporating AML and CFT assessments. The
international financial institutions (IFIs), the FATF, and the
FATF-style regional bodies together are expected to assess AML
and CFT regimes in up to 40 countries or jurisdictions per
year. This will help countries and jurisdictions identify defi-
ciencies in their AML and CFT regimes and help focus technical
assistance efforts.

(6) Technical assistance programs from the United States
and other nations, coordinated with the Department of State
and other departments and agencies, are playing an important
role in helping countries and jurisdictions address shortcomings
in their AML and CFT regimes and bringing their regimes
into conformity with international standards. Training is coordi-
nated within the United States Government, which leverages
multilateral organizations and bodies and international finan-
cial institutions to internationalize the conveyance of technical
assistance.

(7) In fulfilling its duties in advancing incorporation of
AML and CFT standards into the IFIs as part of the IFIs’
work on protecting the integrity of the international monetary
system, the Department of the Treasury, under the guidance
of the Secretary of the Treasury, has effectively brought
together all of the key United States Government agencies.
In particular, United States Government agencies continue to
work together to foster broad support for this important under-
taking in various multilateral fora, and United States Govern-
ment agencies recognize the need for close coordination and
communication within our own Government.

(b) SENSE OF CONGRESS REGARDING SUCCESS IN MULTILATERAL
ORGANIZATIONS.—It is the sense of Congress that the Secretary
of the Treasury should continue to promote the dissemination of
international AML and CFT standards, and to press for full
implementation of the FATF 40 + 8 Recommendations by all coun-
tries in order to curb financial risks and hinder terrorist financing
around the globe. The efforts of the Secretary in this regard should
include, where necessary or appropriate, multilateral action against
countries whose counter-money laundering regimes and efforts
against the financing of terrorism fall below recognized inter-
national standards.

SEC. 7702. DEFINITIONS. 31 USC 5311

In this subtitle— note.

(1) the term “international financial institutions” has the
same meaning as in section 1701(c)(2) of the International
Financial Institutions Act;

(2) the term “Financial Action Task Force” means the inter-
national policy-making and standard-setting body dedicated to
combating money laundering and terrorist financing that was
created by the Group of Seven in 1989; and

(3) the terms “Interagency Paper on Sound Practices to
Strengthen the Resilience of the U.S. Financial System” and
“Interagency Paper” mean the interagency paper prepared by
the Board of Governors of the Federal Reserve System, the
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Comptroller of the Currency, and the Securities and Exchange
Commission that was announced in the Federal Register on
April 8, 2003.

SEC. 7703. EXPANDED REPORTING AND TESTIMONY REQUIREMENTS
FOR THE SECRETARY OF THE TREASURY.

(a) REPORTING REQUIREMENTS.—Section 1503(a) of the Inter-
national Financial Institutions Act (22 U.S.C. 2620-2(a)) is amended
by adding at the end the following:

“(15) Work with the International Monetary Fund to—

“(A) foster strong global anti-money laundering (AML)
and combat the financing of terrorism (CFT) regimes;

“(B) ensure that country performance under the Finan-
cial Action Task Force anti-money laundering and
counterterrorist financing standards is effectively and com-
prehensively monitored;

“(C) ensure note is taken of AML and CFT issues
in Article IV reports, International Monetary Fund pro-
grams, and other regular reviews of country progress;

“D) ensure that effective AML and CFT regimes are
considered to be indispensable elements of sound financial
systems; and

“(E) emphasize the importance of sound AML and CFT
regimes to global growth and development.”.

(b) TESTIMONY.—Section 1705(b) of the International Financial
Institutions Act (22 U.S.C. 262r—4(b)) is amended—

(1) in paragraph (2), by striking “and” at the end,;

(2) in paragraph (3), by striking the period at the end
and inserting “; and”; and

(3) by adding at the end the following:

“(4) the status of implementation of international anti-
money laundering and counterterrorist financing standards by
the International Monetary Fund, the multilateral development
banks, and other multilateral financial policymaking bodies.”.

31 USC 5311 SEC. 7704. COORDINATION OF UNITED STATES GOVERNMENT
note. EFFORTS.

The Secretary of the Treasury, or the designee of the Secretary,
as the lead United States Government official to the Financial
Action Task Force (FATF), shall continue to convene the interagency
United States Government FATF working group. This group, which
includes representatives from all relevant Federal agencies, shall
meet at least once a year to advise the Secretary on policies to
be pursued by the United States regarding the development of
common international AML and CFT standards, to assess the ade-
quacy and implementation of such standards, and to recommend
to the Secretary improved or new standards, as necessary.

Subtitle H—Emergency Financial
Preparedness

SEC. 7801. DELEGATION AUTHORITY OF THE SECRETARY OF THE
TREASURY.

Section 306(d) of title 31, United States Code, is amended
by inserting “or employee” after “another officer”.
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SEC. 7802. TREASURY SUPPORT FOR FINANCIAL SERVICES INDUSTRY
PREPAREDNESS AND RESPONSE AND CONSUMER EDU-
CATION.

(a) FINDINGS.—Congress finds that the Secretary of the
Treasury—

(1) has successfully communicated and coordinated with
the private-sector financial services industry about financial
infrastructure preparedness and response issues;

(2) has successfully reached out to State and local govern-
ments and regional public-private partnerships, such as
ChicagoFIRST, that protect employees and critical infrastruc-
ture by enhancing communication and coordinating plans for
disaster preparedness and business continuity; and

(3) has set an example for the Department of Homeland
Security and other Federal agency partners, whose active
participation is vital to the overall success of the activities
described in paragraphs (1) and (2).

(b) SENSE OF CONGRESS.—It is the sense of Congress that
the Secretary of the Treasury, in consultation with the Secretary
of Homeland Security, other Federal agency partners, and private-
sector financial organization partners, should—

(1) furnish sufficient personnel and technological and finan-
cial resources to educate consumers and employees of the finan-
cial services industry about domestic counterterrorist financing
activities, particularly about—

(A) how the public and private sector organizations
involved in such activities can combat terrorism while
protecting and preserving the lives and civil liberties of
consumers and employees of the financial services industry;
and

(B) how the consumers and employees of the financial
services industry can assist the public and private sector
organizations involved in such activities; and
(2) submit annual reports to Congress on efforts to accom-

plish subparagraphs (A) and (B) of paragraph (1).

(c) REPORT ON PUBLIC-PRIVATE PARTNERSHIPS.—Before the end
of the 6-month period beginning on the date of enactment of this
Act, the Secretary of the Treasury shall submit a report to the
Committee on Financial Services of the House of Representatives
and the Committee on Banking, Housing, and Urban Affairs of
the Senate containing—

(1) information on the efforts that the Department of the
Treasury has made to encourage the formation of public-private
partnerships to protect critical financial infrastructure and the
type of support that the Department has provided to such
partnerships; and

(2) recommendations for administrative or legislative action
regarding such partnerships, as the Secretary may determine
to be appropriate.

SEC. 7803. EMERGENCY SECURITIES RESPONSE ACT OF 2004. Emergency
. . . S iti
(3) .SHORT TrTLE.—This sec!:’mn may be cited as the “Emergency RZCS;EIHIS? Act of
Securities Response Act of 2004”. 2004.

(b) EXTENSION OF EMERGENCY ORDER AUTHORITY OF THE SECU- 15 USC 78a note.
RITIES AND EXCHANGE COMMISSION.—
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(1) EXTENSION OF AUTHORITY.—Section 12(k)(2) of the Secu-
rities Exchange Act of 1934 (15 U.S.C. 781(k)(2)) is amended
to read as follows:

“(2) EMERGENCY ORDERS.—

“(A) IN GENERAL.—The Commission, in an emergency,
may by order summarily take such action to alter, supple-
ment, suspend, or impose requirements or restrictions with
respect to any matter or action subject to regulation by
the Commission or a self-regulatory organization under
the securities laws, as the Commission determines is nec-
essary in the public interest and for the protection of
investors—

“(i) to maintain or restore fair and orderly securi-
ties markets (other than markets in exempted securi-
ties);

“(ii) to ensure prompt, accurate, and safe clearance
and settlement of transactions in securities (other than
exempted securities); or

“(iii) to reduce, eliminate, or prevent the substan-
tial disruption by the emergency of—

“(I) securities markets (other than markets
in exempted securities), investment companies, or
any other significant portion or segment of such
markets; or

“(II) the transmission or processing of securi-
ties transactions (other than transactions in
exempted securities).

“(B) EFFECTIVE PERIOD.—An order of the Commission
under this paragraph shall continue in effect for the period
specified by the Commission, and may be extended. Except
as provided in subparagraph (C), an order of the Commis-
sion under this paragraph may not continue in effect for
more than 10 business days, including extensions.

“(C) EXTENSION.—An order of the Commission under
this paragraph may be extended to continue in effect for
more than 10 business days if, at the time of the extension,
the Commission finds that the emergency still exists and
determines that the continuation of the order beyond 10
business days is necessary in the public interest and for
the protection of investors to attain an objective described
in clause (i), (ii), or (iii) of subparagraph (A). In no event
shall an order of the Commission under this paragraph
continue in effect for more than 30 calendar days.

“(D) SECURITY FUTURES.—If the actions described in
subparagraph (A) involve a security futures product, the
Commission shall consult with and consider the views of
the Commodity Futures Trading Commission.

“(E) EXEMPTION.—In exercising its authority under this
paragraph, the Commission shall not be required to comply
with the provisions of—

“(1) section 19(c); or

“(i1) section 553 of title 5, United States Code.”.

(c) CONSULTATION; DEFINITION OF EMERGENCY.—Section
12(k)(6) of the Securities Exchange Act of 1934 (15 U.S.C. 781(k)(6))
is amended to read as follows:

“(6) CONSULTATION.—Prior to taking any action described
in paragraph (1)(B), the Commission shall consult with and
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consider the views of the Secretary of the Treasury, the Board

of Governors of the Federal Reserve System, and the Com-

modity Futures Trading Commission, unless such consultation
is impracticable in light of the emergency.
“(7) DEFINITIONS.—For purposes of this subsection—

“(A) the term ‘emergency’ means—

“(i) a major market disturbance characterized by
or constituting—

“(I) sudden and excessive fluctuations of secu-
rities prices generally, or a substantial threat
thereof, that threaten fair and orderly markets;
or

“(II) a substantial disruption of the safe or
efficient operation of the national system for clear-
ance and settlement of transactions in securities,
or a substantial threat thereof; or
“(ii) a major disturbance that substantially dis-

rupts, or threatens to substantially disrupt—

“I) the functioning of securities markets,
investment companies, or any other significant
portion or segment of the securities markets; or

“(II) the transmission or processing of securi-
ties transactions; and

“(B) notwithstanding section 3(a)(47), the term ‘securi-
ties laws’ does not include the Public Utility Holding Com-
pany Act of 1935.”.

(d) PARALLEL AUTHORITY OF THE SECRETARY OF THE TREASURY
WITH RESPECT TO GOVERNMENT SECURITIES.—Section 15C of the
Securities Exchange Act of 1934 (15 U.S.C. 780-5) is amended
by adding at the end the following:

“(h) EMERGENCY AUTHORITY.—The Secretary may, by order,
take any action with respect to a matter or action subject to regula-
tion by the Secretary under this section, or the rules of the Secretary
under this section, involving a government security or a market
therein (or significant portion or segment of that market), that
the Commission may take under section 12(k)(2) with respect to
transactions in securities (other than exempted securities) or a
market therein (or significant portion or segment of that market).”.

(e) JOINT REPORT ON IMPLEMENTATION OF FINANCIAL SYSTEM
RESILIENCE RECOMMENDATIONS.—

(1) REPORT REQUIRED.—Not later than April 30, 2006, the

Board of Governors of the Federal Reserve System, the Comp-

troller of the Currency, and the Securities and Exchange

Commission shall prepare and submit to the Committee on

Financial Services of the House of Representatives and the

Committee on Banking, Housing, and Urban Affairs of the

Senate a joint report on the efforts of the private sector to

implement the Interagency Paper on Sound Practices to

Strengthen the Resilience of the U.S. Financial System.

(2) CONTENTS OF REPORT.—The report required by para-
graph (1) shall—

(A) examine the efforts to date of private sector finan-
cial services firms covered by the Interagency Paper to
implement enhanced business continuity plans;

(B) examine the extent to which the implementation
of such business continuity plans has been done in a geo-
graphically dispersed manner, including an analysis of the
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50 USC 403-1
note.

extent to which such firms have located their main and

backup facilities in separate electrical networks, in dif-

ferent watersheds, in independent transportation systems,
and using separate telecommunications centers, and the
cost and technological implications of further dispersal;

(C) examine the need to cover a larger range of private
sector financial services firms that play significant roles
in critical financial markets than those covered by the

Interagency Paper; and

(D) recommend legislative and regulatory changes that
will—

(i) expedite the effective implementation of the
Interagency Paper by all covered financial services
entities; and

(i1) optimize the effective implementation of busi-
ness continuity planning by the financial services
industry.

(3) CONFIDENTIALITY.—Any information provided to the
Board of Governors of the Federal Reserve System, the Comp-
troller of the Currency, or the Securities and Exchange Commis-
sion for the purposes of the preparation and submission of
the report required by paragraph (1) shall be treated as privi-
leged and confidential. For purposes of section 552 of title
5, United States Code, this subsection shall be considered a
statute described in subsection (b)(3)(B) of that section 552.

(4) DEFINITION.—As used in this subsection, the terms
“Interagency Paper on Sound Practices to Strengthen the Resil-
ience of the U.S. Financial System” and “Interagency Paper”
mean the interagency paper prepared by the Board of Governors
of the Federal Reserve System, the Comptroller of the Currency,
and the Securities and Exchange Commission that was
announced in the Federal Register on April 8, 2003.

SEC. 7804. PRIVATE SECTOR PREPAREDNESS.

It is the sense of Congress that the insurance industry and
credit-rating agencies, where relevant, should carefully consider
a company’s compliance with standards for private sector disaster
and emergency preparedness in assessing insurability and credit-
worthiness, to ensure that private sector investment in disaster
and emergency preparedness is appropriately encouraged.

TITLE VIII—OTHER MATTERS
Subtitle A—Intelligence Matters

SEC. 8101. INTELLIGENCE COMMUNITY USE OF NATIONAL INFRA-
STRUCTURE SIMULATION AND ANALYSIS CENTER.

(a) IN GENERAL.—The Director of National Intelligence shall
establish a formal relationship, including information sharing,
between the elements of the intelligence community and the
National Infrastructure Simulation and Analysis Center.

(b) PURPOSE.—The purpose of the relationship under subsection
(a) shall be to permit the intelligence community to take full advan-
tage of the capabilities of the National Infrastructure Simulation
and Analysis Center, particularly vulnerability and consequence
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analysis, for real time response to reported threats and long term

planning for projected threats.

Subtitle B—Department of Homeland

Security Matters

SEC. 8201. HOMELAND SECURITY GEOSPATIAL INFORMATION.
(a) FINDINGS.—Congress makes the following findings:

6 USC 343 note.

(1) Geospatial technologies and geospatial data improve
government capabilities to detect, plan for, prepare for, and
respond to disasters in order to save lives and protect property.

(2) Geospatial data improves the ability of information
technology applications and systems to enhance public security

in a cost-effective manner.

(3) Geospatial information preparedness in the United
States, and specifically in the Department of Homeland Secu-

rity, is insufficient because of—
(A) inadequate geospatial data compatibility;
(B) insufficient geospatial data sharing; and
(C) technology interoperability barriers.

(b) HOMELAND SECURITY GEOSPATIAL INFORMATION.—Section
703 of the Homeland Security Act of 2002 (6 U.S.C. 343) is

amended—

(1) by inserting “(a) IN GENERAL.—” before “The Chief

Information”; and
(2) by adding at the end the following:
“(b) GEOSPATIAL INFORMATION FUNCTIONS.—
“(1) DEFINITIONS.—As used in this subsection:

“(A) GEOSPATIAL INFORMATION.—The term ‘geospatial
information’ means graphical or digital data depicting nat-
ural or manmade physical features, phenomena, or bound-
aries of the earth and any information related thereto,
including surveys, maps, charts, remote sensing data, and

images.

“(B) GEOSPATIAL TECHNOLOGY.—The term ‘geospatial
technology’ means any technology utilized by analysts,
specialists, surveyors, photogrammetrists, hydrographers,
geodesists, cartographers, architects, or engineers for the
collection, storage, retrieval, or dissemination of geospatial

information, including—
“(1) global satellite surveillance systems;
“(ii) global position systems;
“(iii) geographic information systems;
“(iv) mapping equipment;
“(v) geocoding technology; and
“(vi) remote sensing devices.

“(2) OFFICE OF GEOSPATIAL MANAGEMENT.—

“(A) ESTABLISHMENT.—The Office of Geospatial
Management is established within the Office of the Chief

Information Officer.
“(B) GEOSPATIAL INFORMATION OFFICER.—

“(i) APPOINTMENT.—The Office of Geospatial
Management shall be administered by the Geospatial
Information Officer, who shall be appointed by the
Secretary and serve under the direction of the Chief

Information Officer.
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“(3)
authorized to be appropriated such sums as may be necessary
to carry out this subsection for each fiscal year.”.
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“(ii)) FuncTioNs.—The Geospatial Information
Officer shall assist the Chief Information Officer in
carrying out all functions under this section and in
coordinating the geospatial information needs of the
Department.

“(C) COORDINATION OF GEOSPATIAL INFORMATION.—The

Chief Information Officer shall establish and carry out
a program to provide for the efficient use of geospatial
information, which shall include—

“(1) providing such geospatial information as may
be necessary to implement the critical infrastructure
protection programs;

“(ii) providing leadership and coordination in
meeting the geospatial information requirements of
those responsible for planning, prevention, mitigation,
assessment and response to emergencies, critical infra-
structure protection, and other functions of the Depart-
ment; and

“(iii) coordinating with users of geospatial informa-
tion within the Department to assure interoperability
and prevent unnecessary duplication.

“(D) RESPONSIBILITIES.—In carrying out this sub-

section, the responsibilities of the Chief Information Officer
shall include—

“(i) coordinating the geospatial information needs
and activities of the Department;

“(ii) implementing standards, as adopted by the
Director of the Office of Management and Budget under
the processes established under section 216 of the E-
Government Act of 2002 (44 U.S.C. 3501 note), to
facilitate the interoperability of geospatial information
pertaining to homeland security among all users of
such information within—

“(I) the Department;
“(IT) State and local government; and
“(IIT) the private sector;

“(iii) coordinating with the Federal Geographic
Data Committee and carrying out the responsibilities
of the Department pursuant to Office of Management
and Budget Circular A-16 and Executive Order 12906;
and

“(iv) making recommendations to the Secretary
and the Executive Director of the Office for State and
Local Government Coordination and Preparedness on
awarding grants to—

“(I) fund the creation of geospatial data; and

“(II) execute information sharing agreements

regarding geospatial data with State, local, and
tribal governments.

AUTHORIZATION OF APPROPRIATIONS.—There are
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Subtitle C—Homeland Security Civil Homeland

Security Civil

Rights and Civil Liberties Protection Rights and Civi
ights
Pi'o(‘zgclt?zn Act of
SEC. 8301. SHORT TITLE. 2004.

. . . . . .. 6USC 101 note.
This subtitle may be cited as the “Homeland Security Civil nowe

Rights and Civil Liberties Protection Act of 2004”.

SEC. 8302. MISSION OF DEPARTMENT OF HOMELAND SECURITY.

Section 101(b)(1) of the Homeland Security Act of 2002 (6
U.S.C. 111(b)(1)) is amended—
. (1) in subparagraph (F), by striking “and” after the semi-
colon;
(2) by redesignating subparagraph (G) as subparagraph
(H); and
(3) by inserting after subparagraph (F) the following:
“(G) ensure that the civil rights and civil liberties
of persons are not diminished by efforts, activities, and
programs aimed at securing the homeland; and”.

SEC. 8303. OFFICER FOR CIVIL RIGHTS AND CIVIL LIBERTIES.

Section 705(a) of the Homeland Security Act of 2002 (6 U.S.C.
345(a)) is amended—

(1) by amending the matter preceding paragraph (1) to
read as follows:

“(a) IN GENERAL.—The Officer for Civil Rights and Civil Lib-
erties, who shall report directly to the Secretary, shall—”;

(2) by amending paragraph (1) to read as follows:

“(1) review and assess information concerning abuses of
civil rights, civil liberties, and profiling on the basis of race,
ethnicity, or religion, by employees and officials of the Depart-
ment;”;

(3) in paragraph (2), by striking the period at the end
and inserting a semicolon; and

(4) by adding at the end the following:

“(3) assist the Secretary, directorates, and offices of the
Department to develop, implement, and periodically review
Department policies and procedures to ensure that the protec-
tion of civil rights and civil liberties is appropriately incor-
porated into Department programs and activities;

“(4) oversee compliance with constitutional, statutory, regu-
latory, policy, and other requirements relating to the civil rights
and civil liberties of individuals affected by the programs and
activities of the Department;

“(5) coordinate with the Privacy Officer to ensure that—

“(A) programs, policies, and procedures involving civil
rights, civil liberties, and privacy considerations are
addressed in an integrated and comprehensive manner;
and

“(B) Congress receives appropriate reports regarding
such programs, policies, and procedures; and

“(6) investigate complaints and information indicating pos-
sible abuses of civil rights or civil liberties, unless the Inspector
General of the Department determines that any such complaint
or %nformation should be investigated by the Inspector Gen-
eral.”.
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SEC. 8304. PROTECTION OF CIVIL RIGHTS AND CIVIL LIBERTIES BY

OFFICE OF INSPECTOR GENERAL.
Section 8I of the Inspector General Act of 1978 (5 U.S.C.

App.) is amended by adding at the end the following:

“f)(1) The Inspector General of the Department of Homeland

Security shall designate a senior official within the Office of
Inspector General, who shall be a career member of the civil service
at the equivalent to the GS-15 level or a career member of the
Senior Executive Service, to perform the functions described in
paragraph (2).

“(2) The senior official designated under paragraph (1) shall—

“(A) coordinate the activities of the Office of Inspector
General with respect to investigations of abuses of civil rights
or civil liberties;

“(B) receive and review complaints and information from
any source alleging abuses of civil rights and civil liberties
by employees or officials of the Department and employees
or officials of independent contractors or grantees of the Depart-
ment;

“(C) initiate investigations of alleged abuses of civil rights
or civil liberties by employees or officials of the Department
and employees or officials of independent contractors or
grantees of the Department;

“D) ensure that personnel within the Office of Inspector
General receive sufficient training to conduct effective civil
rights and civil liberties investigations;

“(E) consult with the Officer for Civil Rights and Civil
Liberties regarding—

“(i) alleged abuses of civil rights or civil liberties; and

“(i1) any policy recommendations regarding civil rights
and civil liberties that may be founded upon an investiga-
tion by the Office of Inspector General,

“(F) provide the Officer for Civil Rights and Civil Liberties
with information regarding the outcome of investigations of
alleged abuses of civil rights and civil liberties;

“(G) refer civil rights and civil liberties matters that the
Inspector General decides not to investigate to the Officer for
Civil Rights and Civil Liberties;

“(H) ensure that the Office of the Inspector General pub-
licizes and provides convenient public access to information
regarding—

“(i) the procedure to file complaints or comments con-
cerning civil rights and civil liberties matters; and
“(i1) the status of corrective actions taken by the

Department in response to Office of the Inspector General

reports; and

“(I) inform the Officer for Civil Rights and Civil Liberties
of any weaknesses, problems, and deficiencies within the
Department relating to civil rights or civil liberties.”.

SEC. 8305. PRIVACY OFFICER.

Section 222 of the Homeland Security Act of 2002 (6 U.S.C.

142) is amended—

(1) in the matter preceding paragraph (1), by inserting
, who shall report directly to the Secretary,” after “in the
Department”;

(2) in paragraph (4), by striking “and” at the end,;

[43
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(3) by redesignating paragraph (5) as paragraph (6); and
(4) by inserting after paragraph (4) the following:
“(5) coordinating with the Officer for Civil Rights and Civil
Liberties to ensure that—
“(A) programs, policies, and procedures involving civil
rights, civil liberties, and privacy considerations are
addressed in an integrated and comprehensive manner;

“(B) Congress receives appropriate reports on such pro-
grams, policies, and procedures; and”.

SEC. 8306. PROTECTIONS FOR HUMAN RESEARCH SUBJECTS OF THE 6 USC 112 note.
DEPARTMENT OF HOMELAND SECURITY.

The Secretary of Homeland Security shall ensure that the
Department of Homeland Security complies with the protections
for human research subjects, as described in part 46 of title 45,
Code of Federal Regulations, or in equivalent regulations as promul-
gated by such Secretary, with respect to research that is conducted
or supported by the Department.

Subtitle D—Other Matters

SEC. 8401. AMENDMENTS TO CLINGER-COHEN ACT PROVISIONS TO
ENHANCE AGENCY PLANNING FOR INFORMATION SECU-
RITY NEEDS.

Chapter 113 of title 40, United States Code, is amended—

(1) in section 11302(b), by inserting “security,” after “use,”;

(2) in section 11302(c), by inserting “, including information
security risks,” after “risks” both places it appears;

(3) in section 11312(b)(1), by striking “information tech-
nology investments” and inserting “investments in information
technology (including information security needs)”; and

(4(; in section 11315(b)(2), by inserting “, secure,” after
“sound”.

SEC. 8402. ENTERPRISE ARCHITECTURE. 28 USC 531 note.

(a) ENTERPRISE ARCHITECTURE DEFINED.—In this section, the
term “enterprise architecture” means a detailed outline or blueprint
of the information technology of the Federal Bureau of Investigation
that will satisfy the ongoing mission and goals of the Federal
Bureau of Investigation and that sets forth specific and identifiable
benchmarks.

(b) ENTERPRISE ARCHITECTURE.—The Federal Bureau of Inves-
tigation shall—

(1) continually maintain and update an enterprise architec-
ture; and

(2) maintain a state of the art and up to date information
technology infrastructure that is in compliance with the enter-
prise architecture of the Federal Bureau of Investigation.

(¢) REPORT.—Subject to subsection (d), the Director of the Fed-
eral Bureau of Investigation shall, on an annual basis, submit
to the Committees on the Judiciary of the Senate and House of
Representatives a report on whether the major information tech-
nology investments of the Federal Bureau of Investigation are in
compliance with the enterprise architecture of the Federal Bureau
of Investigation and identify any inability or expectation of inability
to meet the terms set forth in the enterprise architecture.
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Deadline.
Reports.

5 USC 1101 note.

Deadline.

(d) FAILURE To MEET TERMS.—If the Director of the Federal
Bureau of Investigation identifies any inability or expectation of
inability to meet the terms set forth in the enterprise architecture
in a report under subsection (c), the report under subsection (c)
shall—

(1) be twice a year until the inability is corrected;

(2) include a statement as to whether the inability or
expectation of inability to meet the terms set forth in the
enterprise architecture is substantially related to resources;
and

(3) if the inability or expectation of inability is substantially
related to resources, include a request for additional funding
that would resolve the problem or a request to reprogram
funds that would resolve the problem.

(e) ENTERPRISE ARCHITECTURE, AGENCY PLANS AND REPORTS.—
This section shall be carried out in compliance with the require-
ments set forth in section 1016(e) and (h).

SEC. 8403. FINANCIAL DISCLOSURE AND RECORDS.

(a) STUDY.—Not later than 90 days after the date of enactment
of this Act, the Office of Government Ethics shall submit to Con-
gress a report—

(1) evaluating the financial disclosure process for employees
of the executive branch of Government; and

(2) making recommendations for improving that process.
(b) TRANSMITTAL OF RECORD RELATING TO PRESIDENTIALLY

APPOINTED POSITIONS TO PRESIDENTIAL CANDIDATES.—

(1) DEFINITION.—In this section, the term “major party”
has the meaning given that term under section 9002(6) of
the Internal Revenue Code of 1986.

(2) TRANSMITTAL.—

(A) IN GENERAL.—Not later than 15 days after the
date on which a major party nominates a candidate for
President, the Office of Personnel Management shall
transmit an electronic record to that candidate on Presi-
dentially appointed positions.

(B) OTHER CANDIDATES.—After making transmittals
under subparagraph (A), the Office of Personnel Manage-
ment may transmit an electronic record on Presidentially
appointed positions to any other candidate for President.
(3) CONTENT.—The record transmitted under this sub-

section shall provide—

(A) all positions which are appointed by the President,
including the title and description of the duties of each
position;

(B) the name of each person holding a position
described under subparagraph (A);

(C) any vacancy in the positions described under
subparagraph (A), and the period of time any such position
has been vacant;

(D) the date on which an appointment made after
the applicable Presidential election for any position
described under subparagraph (A) is necessary to ensure
effective operation of the Government; and

(E) any other information that the Office of Personnel
Management determines is useful in making appointments.



PUBLIC LAW 108-458—DEC. 17, 2004 118 STAT. 3871

(c) REDUCTION OF POSITIONS REQUIRING APPOINTMENT WITH
SENATE CONFIRMATION.—

(1) DEFINITION.—In this subsection, the term “agency”
means an Executive agency as defined under section 105 of
title 5, United States Code.

(2) REDUCTION PLAN.—

(A) IN GENERAL.—Not later than 180 days after the Deadline.
date of enactment of this Act, the head of each agency
shall submit a Presidential appointment reduction plan
to—

(1) the President;

(ii) the Committee on Homeland Security and
Governmental Affairs of the Senate; and

(iii) the Committee on Government Reform of the
House of Representatives.

(B) CONTENT.—The plan under this paragraph shall pro-
vide for the reduction of—

(1) the number of positions within that agency
that require an appointment by the President, by and
with the advice and consent of the Senate; and

(ii) the number of levels of such positions within
that agency.

(d) OFFICE OF GOVERNMENT ETHICS REVIEW OF CONFLICT OF
INTEREST LAW.—

(1) IN GENERAL.—Not later than 1 year after the date Deadline.
of enactment of this Act, the Director of the Office of Govern- Reports.
ment Ethics, in consultation with the Attorney General of the
United States, shall conduct a comprehensive review of conflict
of interest laws relating to executive branch employment and
submit a report to—

(A) the President;

(B) the Committees on Homeland Security and Govern-
mental Affairs and the Judiciary of the Senate;

(C) the Committees on Government Reform and the
Judiciary of the House of Representatives.

(2) CONTENTS.—The report under this subsection shall
examine sections 203, 205, 207, and 208 of title 18, United
States Code.
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SEC. 8404. EXTENSION OF REQUIREMENT FOR AIR CARRIERS TO
HONOR TICKETS FOR SUSPENDED AIR PASSENGER
SERVICE.

Section 145(c) of the Aviation and Transportation Security Act
(49 U.S.C. 40101 note) is amended by striking “more than” and
all that follows and inserting “after November 19, 2005.”.

Approved December 17, 2004.
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